PT emails x 3 – Conceal toolkit

Email #1
Subject: Is your browser an open door to attackers?
Preview text: Too many businesses neglect this threat!
Hi [NAME],
With just one click on a malicious link or visit to an unsecure website, you can become a victim of data theft and ransomware threats.
How can you protect your business and employees?
ConcealBrowse is a cutting-edge technology that provides robust protection. Working in the background to determine the risk of any browser activity, Conceal catches, blocks and isolates threats. 
Want to ensure your browser is a safe environment? I’d be happy to arrange a call to discuss Conceal with you, when is a good time?
Kind regards,
[NAME]

Email #2
Subject: Is your browser safe?
Preview text: ConcealBrowse keeps your browser safe
Hi [NAME],
Have you got browser protection? If you haven’t, you’re running a huge risk to some of the biggest cyber threats – data theft and ransomware attacks. Here’s why so many organisations are turning to ConcealBrowse …
· Advanced phishing detection – the AI engine adapts to evolving cyber threats, keeping you protected
· Protect sensitive data – malicious activity is identified, block or isolated
· Real time threat analysis – using AI threats are detected early reducing the risk of an attack
· Privacy for users – Conceal’s browser extension does not upload or retain sensitive browsing history
· No training required – users are protected instantly
If you’d like to know more, I’d be happy to book in a call with you. When are you free?
Kind regards,
[NAME]

Email #3
Subject: Just checking …
Preview text: Are you sure your browser is secure?
Hi [NAME],
Are you sure you’re happy with your level of browser protection?
Data theft can cause all sorts of problems and a lot of stress that you don’t need. Perhaps you’ve already got something in place, that’s ok, we’re here when you need us.
I can always get back in touch with you at a later date to discuss Conceal if now’s not a good time, would that work for you?
Kind regards,
[NAME]


