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Deployment, Vulnerability and Asset 
Management.

Vulnerability management should be proactive and not 
reactive, it should not be a constant drain on time and 
resources, with Heimdal Security these problems are 
solved. 

Heimdal’s Patch & Asset Management features provide:

•	 Pre-emptive vulnerability management for both 
Windows and third-party applications

•	 Patching of third-party applications on-the-fly, 
anywhere in the world and according to any 
schedule, silently and automatically

•	 The ability to view and manage software inventories

•	 Full visibility and management via one centralised 
admin console, including being provided with all 
the tools needed for your patching / vulnerability 
management compliance requirements

True cyber resilience and security starts with 
efficient vulnerability management. It is critical for all 
organisations to be able to demonstrate compliance 
with the DPA 2018, the GDPR and the UK PSN software 
patching regulation.

Heimdal’s Patch & Asset Management also provides a 
Full Software Asset Management giving the ability to:

•	 See any software assets in inventory, alongside their 
version and installed volume

•	 Report and demonstrate compliance

•	 Update or roll-back software or OS

•	 Un-install any software

•	 Allow users to install “approved” software 
themselves

•	 Set the time you wish updates to happen

The Infinity Management add-on module will allow you 
to deploy any software, at any location, at any time. 

•	 Encrypted packages stored on Heimdal servers

•	 HTTPS transfers from Heimdal servers

•	 Available anywhere in the world with no need for 
additional infrastructure

•	 Ability to offer an installation catalogue set by the 
system administrator

•	 Accepts any MSI/EXE installer and offers command 
lines for scripting


